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REPOSTME

Employee training.............
Regular updates...............
Ad campaigns...................
Social posts......................
Anti-phishing emails........

Free Prompts for:
pg4
pg6
pg8
pg10
pg12



REPOSTME

Your AI is hungry. The more data and info you feed
it as part of your prompting, the stronger it gets and
the more it helps you.

Remember to
Feed your AI

Tell it about your job and project every
time you prompt!



REPOSTME

Proper training can
dramatically reduce the risk
of employees falling for
phishing attacks. A targeted
list will help in creating or
selecting the right
educational material.

Prompt 1



REPOSTME

Prompt: "List key topics
to include in an anti-
phishing training
program for [specific
department, e.g., 'the
finance team']."

Prompt 1



REPOSTME

Keeping employees informed
about latest phishing
techniques can prevent
breaches. Quick updates can
be integrated into regular
communications.

Prompt 2



REPOSTME

Prompt: "Provide a brief
overview of the latest
phishing tactics
observed in the
[specific industry, e.g.,
'banking sector']."

Prompt 2



REPOSTME

Making the broader
community aware can lead
to fewer victims and faster
reporting. Tailored ad
concepts can quickly convey
the message.

Prompt 3



REPOSTME

Prompt: "Suggest
advertising concepts
to raise awareness
about phishing scams
targeting [specific
group, e.g., 'senior
citizens']."

Prompt 3



REPOSTME

Social media can be a
powerful tool for awareness.
Relevant posts can reach a
broad audience and prevent
potential attacks.

Prompt 4



REPOSTME

Prompt: "Generate
social media post
ideas to educate
followers about recent
phishing trends during
[specific season]."

Prompt 4



REPOSTME

Emails are common phishing
vectors. Templates can
ensure uniformity in genuine
communications, helping
recipients identify
anomalies.

Prompt 5



REPOSTME

Prompt: "Draft a
standardized email
template for [specific
company, e.g., 'XYZ
Bank'] that includes
elements to help
customers distinguish
it from potential
phishing attempts."

Prompt 5



REPOSTME

Without your
reposts and
comments,
nobody wants
to buy my phish


